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Abstract 
 

With the rapid evolution of the Internet and its applications, the current used network intrusion detection 

systems (NIDS) are becoming inefficient because of the amount of the traffic that needs to be processed 

daily. Moreover, current used NIDS implementations are inadequate to process all the traffic in real time. 

Therefore, the main objective of this paper is to enhance the speed of engine detection in real time for 

packet header in NIDS. We proposed a new parallelized matching algorithm for intrusion detection system 

called distributed packet header matching algorithm (DPHM). This algorithm can be run on a single 

processor or multiple-cores platform. 
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