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[bookmark: _GoBack]  Abstract—This paper shows the development in public-key digital signature schemes which are actually based on non deterministic polynomial mathematical hard problems (NP-Hard). In general, most of the currently used digital signature cryptosystems are computationally expensive with relatively lengthy key requirement due to the dependency on the number theory. Therefore, it’s important to study the performance of the most used digital signature schemes which are based on different mathematical hard problems that are, in some sense, difficult to solve. In the surveyed schemes, we present the powerful and practical of some public-key schemes depending on its security level and execution time. 
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