
 الملخص باللغة الانجليزية

 

This study dealt with the topic: "Electronic Espionage in Jordanian Legislation", 

through an introduction and two chapters, and using the descriptive approach. 

The study found that the texts of Jordanian laws, especially the Law on the 

Protection of State Secrets and Documents, the Jordanian Penal Code and the 

Cybercrime Law, did not completely confront electronic espionage, and espionage 

is considered one of the oldest methods, but it was previously traditionally, adding 

that one of the most prominent crimes of espionage is widespread in The Internet 

comes first political rumors, and immediately after it is economic espionage. As for 

the term espionage, it has been mentioned in many rulings of the Jordanian Court 

of Cassation in its legal capacity or its penal capacity, but none of these provisions 

defined the term espionage, adding that some crimes Espionage is a high degree 

of risk, as it affects the political or social life of some national figures, and because 

international espionage plays an important role in the strength of the international 

community. 

The study concluded with the following recommendations: 



1- This study recommends that the Jordanian penal legislator develop the penal 

code, the cybercrime law, and the law for the protection of state secrets and 

documents in a manner that includes all espionage crimes in general, and in 

particular over the Internet. 

2- Recommending conducting several free courses to familiarize the young 

generation with the potential dangers of the crime of espionage via the Internet. 

3- Recommending the spread of espionage risks across the internet by the 

concerned authorities. 

4- Hoping for the Jordanian penal legislator that all criminal texts for cybercrime 

be united through one law and not through several laws, as is the case now, as 

these texts are spread through several laws (the penal code, the cybercrime law, 

the law for the protection of state secrets and documents) . 

5- Recommending the establishment of courts specialized in cybercrime. 

6- Recommending more research on this topic. 

 


